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IP Phone IP8800 Firmware Release Notes 

Editor:
 HongKuk Kim


FW Release Date

Mar 12, 2009
History

	FW Version 
	Released
	Comment

	0.9.91
	2008-05-09
	First release

	0.9.92sca
	2008-10-14
	Server type classification 

(sc2k = CS2k,CS2100 / sca = AS5200,MCS5xxx / sc1k = CS1xxx)

	0.9.93sc2k
	2008-10-24
	

	0.9.95sc2k
	2008-12-24
	Presence feature

	0.9.96sc2k
	2009-01-22
	

	0.9.97sc2k
	2009-02-13
	

	0.9.98sc2k_a
	2009-03-05
	

	1.0.00sc2k
	2009-03-12
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


Applicable Hardware
This firmware is intended to run on the Alpha, Beta and GA HW builds of the IP Phone IP8800 Phase 1.
Purpose of this Firmware 
Notice: 

The release level of this firmware is “Product Verification”. 
Identification

This new firmware identifies itself as: 

Version:  1.0.00sc2k
File name: ip8800_SIP_Nortel_CS2K_CS2100_v1000sc2k.zip
Firmware Upgrade

The Firmware Upgrading of the phone’s Flash memory takes a while.  Please be patient, do not unplug/reboot the phone during the process!  
· During that time the phone displays the progress bar and the install message.  

· When finished writing the new FW, the phone displays “S/W Upgrade Completed”, reboots, and comes up running the new FW version.  

There are two methods for the upgrade that can be used:

Method 1: upgrade using TFTP
Method 2: upgrade using HTTP/HTTPS
Choosing a Provisioning Type(Upgrade method)
To choose a Provisioning Type:

1) Press[image: image10.png]


 the               button.  If the LCD Menu is locked, use the unlock procedure (refer to Section 3.3 Lock/Unlock Configuration of IP8800 installer guide).

2) [image: image11.jpg]O



Press   [image: image12.jpg]Settings
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    button, or move cursor to 3.Phone Settings using the [Next]/[Prev] Softkeys, and press the [ OK ] Softkey.

3) Press      button, or move cursor to 7.S/W Update using the [Next]/[Prev] Softkeys, and press the [ OK ] Softkey.

4) Press [image: image13.png]LG-NEIRTEL



      button, or move cursor to 1.Provisioning Type using the [Next]/[Prev] Softkeys, and press the [ OK ] Softkey.

5) Choose the Provisioning Type (TFTP or HTTPS) using the Dial pad, and press the [ OK ] Softkey to save your Configuration.
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6) Press the [image: image15.jpg]


                button to exit the menu.
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	Changing the Provisioning Type requires a reboot of the IP8800; when you leave the menu, you will receive a Reboot notice.

	
	An asterisk ( is displayed in front of the current selection.


Method 1: Upgrade using TFTP

When TFTP provisioning is selected, the IP address of the TFTP server must be defined.  The TFTP Server address may be retrieved automatically from the DHCP server or set manually.  

To enter a TFTP Server Address:

7) Press[image: image16.jpg]


 the             button.  If the LCD Menu is locked, use the unlock procedure (refer to Section 3.3 Lock/Unlock Configuration of IP8800 installer guide).

8) Press   [image: image17.png]


    button, or move cursor to 3.Phone Settings using the [Next]/[Prev] Softkeys, and press the [ OK ] Softkey.

9) Press      button, or move cursor to 7.S/W Update using the [Next]/[Prev] Softkeys, and press the [ OK ] Softkey.

10) Press       button, or move cursor to 2.TFTP Server Address using the [Next]/[Prev] Softkeys, and press the [ OK ] Softkey.

11) Input the TFTP Server IP Address using the Dial pad, and press the [ OK ] Softkey to save your Configuration.


12) Press the                 button to exit the menu.
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	Changing the TFTP Server Address requires a reboot of the IP8800; when you leave the menu, you will receive a Reboot notice.


Method 2: Upgrade using HTTP/HTTPS
The HTTP/HTTPS server URL, is a required parameter for HTTP/HTTPS provisioning.  Normally, TCP port 80 is employed for HTTP, and port 443 is employed for HTTPS file transfers.  Also a User Name and Password is assigned, if required by the HTTP/HTTPS server for authentication.
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	The HTTPS server must support SSL for proper operation.


Provisioning URL

The provisioning URL is the URL of the HTTP/HTTPS server.

To assign the HTTPS Provisioning URL:

13) Press the             button.  If the LCD Menu is locked, use the unlock procedure (refer to Section 3.3 Lock/Unlock Configuration of IP8800 installer guide).

14) Press       button, or move cursor to 3.Phone Settings using the [Next]/[Prev] Softkeys, and press the [ OK ] Softkey.

15) Press      button, or move cursor to 7.S/W Update using the [Next]/[Prev] Softkeys, and press the [ OK ] Softkey.

16) Press       button, or move cursor to 3.HTTPS Provisioning using the [Next]/[Prev] Softkeys, and press the [ OK ] Softkey.

17) Press       button, or move cursor to 1.Provisioning URL using the [Next]/[Prev] Softkeys, and press the [ OK ] Softkey.

18) Input the Provisioning URL using the Dial pad, and press the [ OK ] Softkey to save your Configuration.

19) Press the                 button to exit the menu.
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	Changing the Provisioning URL requires a reboot of the IP8800; when you leave the menu, you will receive a Reboot notice.

	
	To enter alpha-numeric characters select the [Mode] Softkey (refer to Appendix E. for the character mapping of Dial pad digits).


Upgrade using web manager.

the provisioning type(upgrade method) can be choosed by web manager.
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Figure 1 Upgrade Configuration

In the Upgrade Configuration screen, the results of the most recent download can be viewed.  Upgrade result messages are defined in Appendix C, Download LCD Messages of IP8800 installer guide.  A log is provided displaying any error conditions for the Configuration file download.  In addition, the following parameters can be modified:

· Upgrade Configuration

· TFTP/HTTPS – The type of upgrade file-transport method.

· TFTP Server Address – IP address or FQDN of TFTP server for location of upgrade files. When the checkbox “Received by DHCP on boot” is checked, the IP8800 will only use the IP address of TFTP server retrieved from the DHCP server.

· HTTPS URL – URL of HTTP/HTTPS server for location of upgrade files.  When the “Received by DHCP on boot” box is checked, the IP8800 use the DHCP Option defined to retrieve the URL.  If present, the provisioning type is changed to HTTPS using the URL from the DHCP Option, default 160.

· ID – User Name for HTTP/HTTPS authentication.

· Password – Password for HTTP/HTTPS authentication
· MAC Cfg. Format – The format of the MAC specific configuration filename; “$MAC” is replaced with the MAC address of the IP Phone.  Note this field must contain $MAC as part of the file name or path.

· Verifying Cert. – Defines parameters for verifying the HTTPS SSL Server Certification is valid. When “Verified Cert.” is checked, the phone checks the certification authority. When “Server name verification” is checked, the phone checks whether the server name is valid; when “Expiration” is checked, the phone checks whether the certification is expired.
· Root CA, when the CA is verified the phone will use internal CAs including Verisign.  When the CA is not available in the Phone memory, the CA can be pasted to the web page.

· File to Upgrade – Files (S/W and Configuration) to check for download.

· Decryption Key – 32-Byte hexadecimal key used for 3DES decryption of Configuration files.

· Smart Upgrade – Smart Upgrade periodically checks for new software on the provisioning server.  Two methods of Smart Upgrade are available; one checks the server at the interval in hours, the second checks daily at the time specified in a 24-hour clock format.  Check the “Use Smart Upgrade” box, select the method with the radial button and enter the interval or time as appropriate.

When a new version is found, the IP Phone can download the firmware automatically or will display the availability of a new version and await User confirmation to download.  To await User confirmation, check the “when new found, confirm downloading” box.  After download, the IP Phone will reboot.
To modify the Upgrade configuration:

20) Select the parameter and enter the new value or select the check box.

21) When finished, select the                   button.
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	If the “Received by DHCP on boot” box is checked, then any address entered into the TFTP Server Address will be ignored and only the TFTP server address retrieved from the DHCP Server is used.

	
	The radial button next to the transport type (TFTP or HTTPS) desired must be checked. If the radial buttons indicate no transport type, Software and Configuration file download is disabled.

	
	Changes made to the Upgrade Configuration require a reboot of the IP8800; when you leave the menu, you will receive a Reboot notice.


Known problems

New Features and Changes by Build
Changes in 1.0.00 (from 0.9.98):
· Release for GA
Changes in 0.9.98 (from 0.9.97):
· Q01990236: 2 : IP8830 Presence lamp issue : presence member line led that is assigned to over the 21 line is lit up after reboot
Resolved : presence member line led that is assigned to over the 21 line is not 
lit up when IP8830 is rebooted.
· Q01987714: 2 : IP8830 Hold/Resume (using new firmware) - client crashes & restart automatically
Resolved : IP8800 does not crash when hold and resume 

· Informal SDP : the same codec names are listed repeatedly in the SDP 
Resolved : repeated codec names are deleted in the SDP 

Changes in 0.9.97 (from 0.9.96):
· Q01990293: 2 : Unable to dial a soft key on phone book of LG-88xx when off-hook
Resolved : 88xx can dial a soft key on phone book when off-hook.
· Remote Phonebook feature deleted
Resolved : Not supported feature on the Nortel Server
Changes in 0.9.96 (from 0.9.95):
· Q01956864: 1 : Last Call on hold Drop
Resolved : 88xx do not drop a call, when a last call on hold
Changes in 0.9.95 (from 0.9.93):
· New feature : Presence 

Resolved : 88xx phones supports Presence feature
· Q01960428: 2 : 88xx displays anonymous instead of Private Number for CNNB call 
Resolved : 88xx can display Private Number
Changes in 0.9.93 (from 0.9.92):
· IP8840 freezing when KEM is added with linekey 
Resolved : 8840 phone will not be freezed
· Q01932342 : 3 : ring back cadence is not normal NA ring back 
Resolved : This Ringback cadence is changed according to NA ring back.
Changes in 0.9.92 (from 0.9.91):
· IP8800 does not support the dialing plan of AS5200 , if ‘#’ is dialed, ‘#’ is changed to the ‘%23’.
Resolved : IP8800 does not change the ‘#’ to the ‘%23’ in case of AS5200(same as MCS5100, 5200,CS1k, CS1500)
Changes in 0.9.91
· First release
Features Not Implemented in this Release
· N/A
IP Telephony Clients	
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TFTP Server Address
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